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ARNG-ZC 27 August 2020 
 
 
MEMORANDUM THRU Network Technology Command (NETCOM), Cyber Security 
Division, 2133 Cushing Street, Suite 1511, Fort Huachuca, AZ  85613-5027 
 
SUBJECT:  Army National Guard (ARNG) Authority to Operate (ATO) Extension for The 
Herbert Temple Army National Guard Readiness Center Installation Processing node 
(TARC IPN, DA207706)  
 
 
1. The Authorizing Official (AO) for the Army National Guard, assumes operational risk 
and approves an ATO extension with an Authorization Termination Date (ATD) not to 
exceed 30 April 2021. The intent of this extension is to provide time for the information 
system owner (ISO) to complete their Security Control Assessor-Validator inspection 
scheduled for December 2020. 

a. System consents to an initial vulnerability assessment and periodic unannounced 
vulnerability assessments for the TARC-IPN. 

b. System is implemented and operated with protection mechanisms as documented 
in the RMF package. 

c. Major changes or upgrades applied to the baseline configuration prior to the 
expiration of this ATO may require revalidation and approval by the AO. 

d. Security controls must be assessed annually in in the Enterprise Mission 
Assurance Support System (eMASS) as required by FISMA. 

e. System RMF process is completed prior to the ATD of this ATO. 

f. Identified items in Plan of Action and Milestone (POA&M) are completed or 
mitigated prior to package resubmission in eMASS. 

g. The ARNG AO reserves the ability to disconnect this system at any time if the risk 
of Operation becomes unacceptable.  

2. TARC-IPN, APMS# DA207706, System Description: The Herbert Temple Army 
National Guard Readiness Center Installation Processing node (TARC IPN) provides 
application hosting services that enable application owners to better execute their 
mission. As part of the National Guard Enterprise Infrastructure (NGEI) transformation, 
the IPN infrastructure provides critical installation capabilities and services to meet the 
three primary NGEI objectives: 1) reduce total cost of ownership, 2) protect the network, 
and 3) support the Future Force. 
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3. The following systems are hosted within the TARC-IPN: 

 
System Name Acronym APMS # 

ARNG Enterprise Architecture Tool ARNG-EAT DA204431 
ARNG UnClassified Enterprise Data 
Warehouse 

ARNG UEDW DA05582 

electronic Financial Liability Investigations of 
Property Loss 

eFLIPL DA306273 

Full Time Support Management Control System FTSMCS DA139369 
Geographic Information System - National 
Guard 

GIS-NG DA03051 

Guard Knowledge Online GKO DA03049 
Medical Electronic Data for Care History And 
Readiness Tracking 

MEDCHART DA201609 

My Unit Pay MUP DA132834 
Planning Resource for Infrastructure 
Development and Evaluation 

PRIDE DA03048 

Reserve Component Automation System RCAS DA00063 
Reserve Component Manpower System-Guard RCMS-G DA01348 
Resource Management Online RM-Online DA05998 
Web Compliance Assessment and Sustainment 
System 

WebCASS DA00815 

Strength Maintenance Management System SMMS DA192907 
Interactive Personnel Electronic Record 
Management System Store and Forward 

iPERMS SnF DA205327 

 
4. POC for this action is the ARNG Program Information System Security Manager 
(P.ISSM) Mr. Varnum Matt Bayless, varnum.m.bayless.civ@mail.mil 

 
 
 
 
 For:  J. RAY DAVIS 
 Brigadier General, GS 
 Authorizing Official 
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